Practice-Centered e-Science: 
A Practice Turn Perspective on Cyberinfrastructure Design
Tyler Pace
Indiana University
919 E 10th Street
Bloomington, IN 47408 USA
tympace@indiana.edu

Shaowen Bardzell
Indiana University
919 E 10th Street
Bloomington, IN 47408 USA
selu@indiana.edu


Geoffrey Fox
Indiana University
901 E 10th Street
Bloomington, IN 47408 USA
gcf@indiana.edu

ABSTRACT
Cyberinfrastructure is a rapidly growing area of global research and funding with a history of emphasizing the role technology will play in changing scientific work practices. This paper proposes a practice-theoretic perspective that is informative to cyberinfrastructure research and design. To illustrate the relevancy of a practice-theoretic perspective to cyberinfrastructure, this paper presents a critical review of 160 cyberinfrastructure research papers and reports published in the last decade through a perspective of embodied practice. After relating common cyberinfrastructure research themes through a focus on embodied practice, we propose a series of early implications for design aimed at incorporating the lessons of embodied practice into the design and development of future cyberinfrastructure applications.
Categories and Subject Descriptors
H5.m. Information interfaces and presentation (e.g., HCI): Miscellaneous. 

General Terms
Design, Human Factors
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1. INTRODUCTION
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Cyberinfrastructure, or e-science, is a rapidly growing area of global research and funding [5]. Essentially, cyberinfrastructure refers to the “infrastructure of distributed computer, information, and communication technologies” [29] supporting a transformation in the sciences towards large scale, collaborative data driven enterprises. Recent vision statements of cyberinfrastructure highlight the potential for cyberinfrastructure to serve as a “harbinger of a broader impact … on the conduct of knowledge-based activities” [3]. Furthermore, cyberinfrastructure based communities “offer the potential for a new wave of global-scale collaboration across multiple disciplines, geography, and institutions” that serve to “empower a revolution in what science explores, how it is done, and who participates” [3]. 
As noted in the earliest vision statements, collaboration is at the heart of cyberinfrastructure [5]. The many complexities of large scale data sharing and the growing mandate to design and build more usable, accessible and diverse cyberinfrastructure tools are subjugated to the overarching goal of enabling, promoting and increasing effective collaboration in the sciences. At its core, scientific collaboration is primarily a social and organizational issue rather than a technological one [10, 32, 40, 4]. Therefore, research in cyberinfrastructure is in no small part concerned with the ways in which scientists as users incorporate cyberinfrastructure into their professional practice. 
1.1 The Embodied “Practice Turn” in Design
According to Fernaeus et al. the “practice turn” in design serves to challenge conventional assumptions about “what we value in people’s interaction with technology” [22]. These assumptions include the “divide between digital and material, input and output, and the relationship between the context and the interactive system” [22]. As such, the practice turn in human-computer interaction (HCI) draws on theories of phenomenology [19], pragmatism [33], and ethnomethodology [16] to “overcome the dualist notion of knowledge and action” born from the “engineering and cognitive psychology legacy” of HCI.
As noted by Fernaeus et al., a “central dimension in practice-oriented perspectives” is the rejection of separating the mind from physical and social contexts [22]. Rather, Fernaeus et al. (citing Lave [31]) note that “’cognition’ observed in everyday practice is distributed – stretched over, not divided among – mind, body, activity, and culturally organized settings (which include other actors).” Given this more expansive view of cognition and experience, the practice turn brings to the fore a “strong ambition towards a participant’s perspective on action and interaction with technology” [22]. Furthermore, the participant’s perspective “emphasizes that designers … should attempt to understand how an activity is viewed by the participants” and to “document how … participants go about doing and organizing … what aspects of the technology they are oriented towards, what they make central and peripheral, and how they make the activity meaningful for themselves and their peers” [22]. From a designer’s perspective, the practice turn “suggests that one often should be able to look beyond the usage of a particular technology and instead focus on the process of meaning making and social interactions, and how the technology plays a part in such processes.”
In the analysis of cyberinfrastructure literature presented in this paper, we aim to demonstrate the utility of a practice turn perspective in situating existing cyberinfrastructure research while also revealing some new directions for cyberinfrastructure research and design.
2. METHOD

The study presented in this paper represents the review of 160 academic books, articles, and technical reports on cyberinfrastructure and e-science published since the year 2000. Our literature search extended back to 2000 in order to accommodate a few key, preliminary works that informed the now seminal 2003 NSF report on Revolutionizing Science and Engineering through Cyberinfrastructure [5]. The NSF report is considered by many to mark the “beginning” of the modern cyberinfrastructure research program and served as an appropriate place to start our literature search.
Articles for this project were pulled from conferences and journals in HCI (e.g., ACM CHI, ACM GROUP), computer supported cooperative work (e.g., ACM CSCW, ECSCW, JCSCW), computer-mediated communication (e.g., JCMC), and computer engineering (e.g., IEEE E-Science). It is not our goal to fully encapsulate the last 10 years of cyberinfrastructure research from these multiple, related domains (such a task would be foolish in the space provided), but rather we present a cross-sectional representation of the common cyberinfrastructure research questions and outcomes of the last decade as seen from an embodied practice point of view. Similar approaches to conducting cross-sectional literature reviews have been used to great success within HCI [8].
This work does not represent an externally validated content analysis, taxonomy or other type of categorization of the cyberinfrastructure literature. Rather, we are using an interpretive and critical approach to analyze the literature based on constructs from embodied practice in addition to utilizing the expertise of the researchers in the cyberinfrastructure, CSCW and HCI domains. Bos et al [12] used a similar approach for evaluating cyberinfrastructure research when developing a taxonomy of collaboratories. While the contributions of Bos et al’s taxonomy of collaboratories has been invaluable to our understanding of the breadth of cyberinfrastructure in practice, we aim to complement their technological and functionally oriented taxonomy of the types of cyberinfrastructure with a practice turn focused analysis of cyberinfrastructure research that reveals less about the different types of cyberinfrastructure projects and more about the ways in which cyberinfrastructure may benefit from the proposed practice turn in interaction design.
3. THE PRACTICE TURN IN CYBERINFRASTRUCTURE
In this section, we apply the ideals of the practice turn in HCI to research conducted under the auspices of cyberinfrastructure. We emphasize the use of Fernaeus et al.’s framework for embodied practice in HCI design to analyze our body of cyberinfrastructure research. The work of Fernaeus et al. is highlighted because they present a timely and usable framework that meaningfully summarizes the practice turn ideas in HCI design. Our work is not meant to directly extend Fernaeus et al.’s practice turn framework, but rather to appropriate their interpretation of the practice turn in HCI design and analyze cyberinfrastructure research through those ideals. 
As demonstrated by Fernaeus et al., the practice turn includes a “conceptual shift” among four “ideals.” In this context, an ideal is understood as “directions or goals that are strived towards and argued for when designing” [22]. The shifting ideals highlighted by Fernaeus et al. include the following:
· Information-centric to action-centric
· Properties-of-system to interaction-in-context

· Individual to sharable

· Objective to subjective interpretation

Each of the practice turn ideals will be discussed in kind in the following sub-sections.
3.1 Information-centric to Action-centric
Moving from an information-centric to an action-centric view of cyberinfrastructure design entails focusing on “representational forms as resources for action” [22, emphasis original]. Through an action-centric perspective, it is not just “information or data” that is “considered to be moved between people and devices.” Instead, an action-centric view suggests that artifacts, including those produced in the name of cyberinfrastructure, have “deeper social and personal purposes in a shared, collaborative space” within which users interact. As such, the action-centric perspective emphasizes design solutions that empower “user control, creativity, and social action with interactive tools” [22, emphasis original].
Klemmer et al. also not the importance of an action-centric perspective in interaction design. For Klemmer et al. professional practice and cognition (including scientists) is developed and exercised in no small part through the application of tacit knowledge expressed via “action-centered skills” [30]. The action-centered skills undertaken by professionals are often highly visible and in their visibility helps to coordinate the work of others. As noted by Klemmer et al. concerning the work of [25], paper medical records are an example of a highly visible and action-centric artifact. For experienced users, paper medical records are more than mere vessels of information. Instead, through the process of handling the medical records, medical personnel “gain richer insight into the history of the patient’s interaction with [the] hospital—pencil means a note is tentative, worn means that a record has seen a lot of use, etc” [30]. While paper medical records do contain a great deal of information, the nuanced practices surrounding the handling of the records serve to reveal a more tacit understanding of the patient’s history.  
As with the paper medical records, an action-centric perspective of cyberinfrastructure reveals the importance of designing for practices of data use and access (action-centric skills) in addition to data storage requirements (information-centric). The ways in which data is created, used, and accessed via cyberinfrastructure is already a popular area of research [2, 1, 3, 20, 23, 14]. Broadly speaking, research on data use and access in cyberinfrastructure tends to fall into one of the following categories: 
· A preference for open rather than closed data standards [2, 5].
· The support of visualization services for large data sets [3, 5, 9]

· Designing for the annotation or tagging of data. [1, 20, 23].

· The ability to store and use many different types of data. [1,14].

However, despite the many research efforts in the area of data use in cyberinfrastructure mediated work, there are relatively few investigations of the way cyberinfrastructure is changing established data use practices and how those practices might be resistant to the goals of cyberinfrastructure development ([14] presents some early work in this area). As pointed out by the practice turn perspective, the ways in which data/representations are used in professional settings are nuanced, tacit and often highly resistant to change. Research in cyberinfrastructure design is just recently coming to realize the importance of our action-centric relationship to data use in the sciences and the implications of that relationship for the design of future cyberinfrastructure tools.
3.2 Properties-of-system to Interaction-in-context
Shifting from a design orientation emphasizing the properties-of-system to an orientation of designing for interaction-in-context suggests how frequent interactions with systems can “naturally become a part of … ordinary interaction patterns” [22]. Interaction-in-context highlights how some of the “most important aspects of an activity may lie outside of the actual interaction with the system” thereby producing an “expanded space for using technology” provided by the physical and social contexts of the users [22]. As a result, interaction-in-context provides a general shift away from looking solely at system functionality (i.e., properties-of-system) to include a view of “what users will be able to do in the setting in which the interactive system plays a part” (i.e., interaction-in-context) [22]. A consequence of this view is to emphasize how systems are designed to support user interactions with system resources, to account for user actions within social groups, and to envision how users might interact socially around the system. Ultimately, viewing interaction-in-context suggests that designers need to “consider both interaction with the system and interaction between participants” in our design efforts [22].
An example of interaction-in-context can be found in the eMoto messaging system [27]. Users of eMoto send SMSs between phones, but in addition to text, the messages also contain colorful shapes and animations. These shapes and animations are designed to allow eMoto users to express a wide range of felt emotions. Given the inherent ambiguity of the content of eMoto messages, the affective information expressed via the eMoto system is only valuable in the larger social and physical contexts of the users. eMoto messages only make sense “against a background of knowing the other person” in order to make sense of the unique combination of textual and visual information conveyed in an eMoto message.  However, on the other hand, eMoto messages were always already familiar because recipients of the messages were also users of the eMoto system. Together, this means that the “meaning of the messages is not given by the system” but rather by “the interpretation given by the” users who were using eMoto “in ways that make sense to them.”
As demonstrated through Fernaeus et al.’s description of interaction-in-context and the eMoto example, designing for and supporting a shared context and mutual awareness is in many ways essential to successful social and collaborative uses of interactive systems. However, research on cyberinfrastructure systems regularly notes the difficulties of designing for interaction-in-context. In terms of cyberinfrastructure, issues of interaction-in-context are perhaps made most prominent when cyberinfrastructure is leveraged to create contexts of work and establish awareness among members of collaborative research teams [3, 9, 24, 44].
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Figure 1: Example eMoto messages with a combination of text and emotive backgrounds [17].

The turn towards a practice centric and interaction-in-context view of cyberinfrastructure presented in this paper highlights the need to better support “situational awareness” among cyberinfrastructure users as a means for establishing and reaffirming contexts of interaction. For Sonnenwald, situational awareness is developed through the sharing of the following [40]:

· Contextual information that relays the broadest physical context within which work is happening.
· Process information that relays current and relevant work tasks and processes.
· Socio-emotional information that relays interpersonal information about collaborators.

Sonnenwald also notes potential design features that can enhance situational awareness and interaction-in-context [40].

· The amount of system control given to users and the extent to which they can modify the system environment.

· The richness of the sensory data presented by the system to the user.
· The ability of the user to limit and control distractions caused by using the system.

· The level of realism exhibited by the system (i.e., the extent to which information in the system is consistent with the “objective” world).
In addition to designing for situational awareness, a move towards interaction-in-context can be achieved in part through the appropriation of more user centered design practices during the development of cyberinfrastructure applications. The growth of cyberinfrastructure offers a great opportunity to explore new technical possibilities in both application and system design (i.e., expanding on the properties-of-systems). As such, researchers rapidly create, merge, and share new tools as more disciplines and scientists explore the possibilities for cyberinfrastructure. However, in the fervor to develop more technically advanced and proficient cyberinfrastructure tools, many applications are produced with virtually no commitment to user centered design processes that aim to better situate system interactions with user contexts [2, 9, 46].

As noted in a key report on the potential and pitfalls of cyberinfrastructure use in the UK [9], one of the biggest challenges in the adoption of cyberinfrastructure “will remain ease of use … and poor human-computer interfaces” and interactions. The report highlights that attempts to improve or study interactions-in-context (via “bolted on” interfaces) after extensive development of the properties-of-system are unlikely to be successful. However, preferencing technical over “human … development” is the “current norm … in this field” which will require a “paradigm shift in attitudes” and the employment of “user-focused design methodologies if there is to be a breakthrough in this area.” This report reinforces the difficult decisions groups face when choosing, developing and operating within cyberinfrastructure. Poorly designed cyberinfrastructure that ignores the relevance of interaction-in-context is likely to remain undesirable. 
Current cyberinfrastructure research is rich with discussions and visions for the future properties-of-systems, however, only recently has the relevance of the interactions-in-context with cyberinfrastructure come to some prominence. However, the desire to investigate interactions-in-context for cyberinfrastructure is tempered by the reality of the difficulties in applying user centered design strategies to cyberinfrastructure development [46].
3.3 Individual to Sharable

For Fernaeus et al. one of the “dominating themes” of the practice turn in HCI is the “concern for designing for collaboration, sharing and social interaction” [22]. The interaction ideals of shared interactions shift from “studying and designing interfaces for individual activity, to focus on systems that can be interacted with by several users simultaneously.” Qualities of sharable systems can be expressed in terms of the “social, affective and collaborative activities” that they foster. However, Fernaeus et al. note that while the emphasis on sharable systems is new and growing, if we look at the artifacts and systems already around us that “collaborative, social, and causal use is seldom a problem or something that occurs only occasionally.” Rather, social and collaborative uses of interactive systems are often “the natural mode of being” with artifacts. As such, the practice turn proposes a “reformulation” of our design spaces to emphasize “how social and collaborative aspects are not viewed as extraordinary use situations” [22].
An example of the movement from individual to sharable design can be found in the “Participate-in-the-Action”-board or PITA-board project [28]. In short, the PITA-Board is an electronic chessboard modified to recognize and respond to a variety of RFID tagged objects (including electronic pens for sketching/annotating). The most prominent use case of the PITA-Board was for the purpose of the collaborative re-design of public transportation routes. Community members and transportation officials were tasked with the re-design of bus routes and used the PITA-Board with an overlay of satellite maps to collaboratively manipulate the current bus route and imagine mutually desirable alternatives [28]. Successful use of the PTIA-Board was attributed to the “system constraints” that required “coordination and sharing of resources” which fostered “cooperation and structure[d] group processes” [28]. These constrains included the size of the PITA-Board, a purposefully limited number of interactive objects, and shared control of the PITA-Board display.
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Figure 2: The PITA-Board for shared urban planning and design [38].
The PITA-Board helps to highlight the value in designing for sharable rather than individual interactions. Cyberinfrastructure research often tackles the issue of sharable and individual work in terms of the imperative to share vast amount of data as part of the value proposition of cyberinfrastructure itself.
The sharing of vast amounts of data is fundamental to the design of cyberinfrastructure [3, 5]. However, early cyberinfrastructure research notes the difficulty of resolving the varying social interests surrounding data use in the sciences. Accordingly, research into the technical and organizational solutions of the management of data via cyberinfrastructure tends to fall into two broad categories. First, there are concerns about how to meaningfully collect, share and analyze data in situations ranging from small co-located groups to multi-disciplinary and multi-institutional collaborations. Second, cyberinfrastructure reveals or reinforces the fundamental role data plays in shaping scientific communities and practice. 

Data management in cyberinfrastructure presents a range of sharable design issues. Large cyberinfrastructure projects often require the ability to store, annotate and share large amounts of data both within and beyond the research team [1]. As one of the proposed benefits of cyberinfrastructure tools is collaboration within and across disciplines, data management in cyberinfrastructure environments necessitates supporting shared data models, re-analysis of data under differing assumptions, validation of many computational models, and the exploration of multiple measures of validity and analysis [35]. Furthermore, when sharing data across groups, there arise issues with how to develop and store shared annotations (without sacrificing individual researcher creativity and control) [1] and how to develop cyberinfrastructure that support simultaneous perspectives on stored data [23]. 

While sharing large amounts of data creates issues of data integrity and storage, perhaps the most commonly reported issue in regards to data sharing is the problem of metadata. Creating and maintaining data for personal use is very different from creating data for group use due to the need to share not only data but context [1, 20]. Without context, data is practically meaningless [6, 34]. As individuals, scientists develop a tacit understanding of their data through their interactions-in-context [14]. However, when asked to share their data with diverse and remote colleagues it becomes a significant collaboration and technical challenge to determine what contextual information is required to maintain data value [1]. Additionally, sharing data at larger institutional and organizational levels entails the broader social problems of determining and attributing intellectual property [13] as well as abiding by informed consent and other ethical guidelines for anonymization of research data collected from human subjects [14, 34].
Improving and facilitating scientific collaboration is one of the great promises, goals, and achievements of cyberinfrastructure. However, the rapid growth and increasingly pervasive use of cyberinfrastructure across many disciplines reveals the necessity to revisit the collaborative and social implications of cyberinfrastructure. Our limited understanding of the complexity of sharing diverse data sets across many scientific disciplines remains a significant barrier to cyberinfrastructure design and adoption.
3.4 Objective to Subjective Interpretation

Fernaeus et al. note that a common argument for the practice turn in interaction design suggests that the manifestations of our designs “potentially allow users to make use of experiences from interaction with other … objects, allowing the resources to blend into existing activities in a natural way” [22]. Citing Sengers and Gaver [39], Fernaeus et al. demonstrate how designers have conceptualized the challenge of subjective interpretation of interactive systems as “staying open to interpretation.” Designers should not “have only one preferred interpretation in mind of how their system should be taken into use.” Instead, users should “be allowed to engage in multiple possible interpretations of a technology.” As an ideal for the design of interactive system, moving from objective to subjective interpretations entails a focus in that is “not primarily to postulate what characterizes a ‘good’ or usable system, but to understand how users make meaning … and what aspects they orient themselves towards and use in their specific … practices” [22].
A frequently used example of the move to subjective interpretation in the design of interactive systems is that of the Drift Table [39]. The Drift Table is a coffee table with a “built-in porthole that allows people to slowly ‘drift’ over the English countryside.” As noted by Sengers and Gaver, the Drift Table is intended to “open new design spaces for technologies.” However, in opening new spaces for subjective interpretation, the Drift Table was “faced with the challenge that users are not likely to come to the system ready to understand it.” Initial reactions to the drift table were mixed with many users attempting and failing to ascertain the “objective” features, functions and interactions of the table. However, after some exposure to the Drift Table, users began to develop and appreciate their own subjective experiences, interactions, and relationship with the table.
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Figure 3: The Drift Table [18].

The Drift Table serves to remind us that the goals of interactive systems might be “not to communicate a single correct interpretation, but to avoid communicating an incorrect one” [39, emphasis original]. In terms of cyberinfrastructure, scientists do not orient their practices to the purportedly “correct” or “objective” purposes of cyberinfrastructure, but rather situate themselves in relation to cyberinfrastructure in increasingly nuanced and practice driven (i.e., subjective) ways. This subjective interpretation of cyberinfrastructure is demonstrated, in part, via the means by which scientists relate themselves towards data and how they position themselves towards the proposed value of cyberinfrastructure itself.

The ability to access data is a critical point of entry into a scientific community [6, 10, 11]. In some fields, like earthquake engineering, data is generated in local laboratories as a result of conducting experiments. However, in space physics, scientists often rely on data from remotely located instruments, other scientists, or public sources. Obtaining access to data not only provides access to a scientific community, but it also positions a scientist within the socio-political hierarchy of their discipline [6, 14]. For many disciplines, having one’s “own” data is “better” than relying on public or borrowed data. Access to data (whether creating it or gathering it from a shared instrument) entails a certain amount of political and/or financial resource. Epistemological, political and pedagogical (i.e., training of graduate students) practices all come to bear on how scientists relate to their data. However, CI research often reduces the question of data to issues of storage or representation thereby neglecting the complex social practices surrounding data creation and use in the sciences [6, 11, 14]. 
Data is fundamental to the means by which scientists interpret their experiences with cyberinfrastructure and relate themselves to their peers/discipline. As such, scientists’ professional identity is regularly challenged when confronted with new technologies like cyberinfrastructure. Designing cyberinfrastructure applications that promote multiple, subjective interpretations may help to ameliorate concerns over threatened professional identity in the face of rapid cyberinfrastructure growth [7]. In order to overcome the barriers to the adoption of cyberinfrastructure, we must consider the technical, social, and identity challenges faced by scientists as they work to interpret new tools, groups and organizational structures [10, 11, 20].  

	Practice Turn Ideal
	Summary
	Relevance to Cyberinfrastructure

	Information-centric 

to Action-Centric
	Emphasize design solutions that empower user control, creativity, and social action.
	Highlights the importance of considering how cyberinfrastructure changes data use practices and how those practices might also resist cyberinfrastructure.

	Properties-of-system 

to Interaction-in-context
	Emphasizes both interactions with the system and interactions between users of the system.
	Cyberinfrastructure research is rich with work on the technical properties-of-systems but lacks work on context and interactions between users of cyberinfrastructure systems.

	Individual to Sharable


	Emphasizes that social and collaborative uses of system are the primary use situations.
	Cyberinfrastructure is both a new tool for production and collaboration in the sciences. This relationship often leads to tensions in the design and use of cyberinfrastructure tools. 

	Objective to 

Subjective Interpretation
	Emphasizes the many and varied ways users use systems with little preference for the “correct” uses.
	Cyberinfrastructure may redefine the relationship scientists have to their research and it is important to consider that in these new relationships with technology that designers seek natural rather than “correct” uses for scientists.


Table 1: Summary of the practice turn ideals as they relate to cyberinfrastructure.

The practice turn in interaction design highlights the extent to which interactions with technology are subjectively and not objectively interpreted by users. Viewing cyberinfrastructure under the lens of subjective interpretations of technology reveals the importance of designing for the many types of relationships that scientists have with data both as individual researchers and as members of broader scientific communities. Cyberinfrastructure has the potential to redefine the relationship scientists have with data and thereby redefine the very experience, value and process of their work and its relation to the larger disciplines.
4. DESIGN IMPLICATIONS
Fernaeus et al. propose some early implications for design based on the practice turn interaction design. While their design insights are broadly applicable to interaction design, we propose the following amended design insights that better reflect the position of cyberinfrastructure in the broader practice turn of HCI design.
4.1 Design to Encourage Participation
As discussed earlier, the practice turn in interactive systems design suggests a move to an action-centric rather than information-centric perspective. Fernaeus et al. note that a key dimension of the action-centric perspective is the ability to design for shared control over “computational actions” in addition to the sharing of data [22]. In doing so, interactive systems become “most appropriately understood as resources for shared activity rather than as representations of shared information” [22]. Additionally, designing for shared control implies equality in access and participation which is a major area of cyberinfrastructure research.
For all the benefits in computational speed and data analysis offered by cyberinfrastructure, the original vision guiding the development and funding of cyberinfrastructure is that of multi-disciplinary scientific collaboration [5]. One means for designing for shared control and equal participation in collaborations via cyberinfrastructure is to support a diversity of telecommunication tools that facilitate a variety of forms of participation with the cyberinfrastructure system. Research into the telecommunication needs of scientists engaged in collaboration via cyberinfrastructure reveals that providing a wide range of synchronous and asynchronous communication and collaboration tools improves the likelihood of successful collaboration and involvement with the cyberinfrastructure system [26, 32, 44]. Telecommunication tools that support scientific collaboration are quite varied and include tools for identifying peers and time scheduling as well as (virtual) spaces for work and social interaction. A sufficient diversity in telecommunication services is more likely to meet the varying participation requirements and encourage participation among the many types of working groups that use any given cyberinfrastructure system [32]. 
Additionally, supporting a diversity of telecommunication services via cyberinfrastructure addresses several of the “practice turn” ideals previously identified in this paper. Telecommunication diversity is intrinsically related to the ability to develop and participate in action-centric relationships with cyberinfrastructure. Furthermore, offering an array of telecommunication services maximizes the opportunities for scientists to articulate their own subjective relationship and practices with the cyberinfrastructure system. Finally, a variety of telecommunication services fosters the development of interaction-in-context and enhanced awareness as different telecommunication technologies each embody their own strengths and weaknesses with regard to the maintenance of situational awareness.
Another means to design for and encourage participation in cyberinfrastructure projects is to develop cyberinfrastructure applications that closely reflect existing work practices (i.e., those practices that were in place before the move to cyberinfrastructure) and require little new training [20, 34, 43]. Additionally, the amount and accessibility of documentation and support staff related to the cyberinfrastructure application and its use is a major factor that influences the choice to participate in and benefit from a cyberinfrastructure opportunity [43, 36]. 

However, a recent report warns that documentation prepared in a domain specific language (usually computer science) may be perceived as unfamiliar or entirely incomprehensible to cyberinfrastructure users from other disciplines [43]. Potential disconnects between the language and availability of support systems and the domain knowledge of the scientist user can create situations where scientists feel that they are treated with contempt (by the system or the operating organization) because of their “lack of knowledge” [43] in regards to the cyberinfrastructure system. Providing tools and support systems that encourage or motivate a familiar and understandable type of use (e.g., by mimicking tools already used outside of cyberinfrastructure) help scientists to overcome the participatory hurdles posed by cyberinfrastructure.
A practice turn perspective of design reminds us of the necessity of designing to encourage participation in interactive systems. This design goal is perhaps even more important when applied to systems as comprehensive and complex as cyberinfrastructure. Early strategies to design for participation include offering many channels for interacting with cyberinfrastructure applications, designing cyberinfrastructure that resembles established technologies, and developing support documentation that is understandable by and accessible to scientists from a broad range of disciplines. 
4.2 Appropriate Data/Metadata as a Resource for Action
Fernaeus et al. highlight the “dualism between objective and subjective interpretations” of the representations inherent to interactive systems [22]. For Fernaeus et al., “any representation should be seen as a social agreement” wherein “users can be part of different communities” using the system, able to interpret the shared representations in ways that are “meaningful to their current practices” [22]. Additionally, representations themselves “should not be understood to contain and pre-imposed meaning” but rather the “process of rendering … data meaningful instead have to involve users’ interactions.” This implies that data “has an instrumental rather than representational function, i..e, focusing on what users can do with information rather than what the information ‘objectively’ stand for” [22].
In terms of cyberinfrastructure, data and metadata are major resources for action. As previously discussed, data is in many ways the foundation of a discipline and a scientists identity/role within that discipline. However, we often fall short on designing metadata structures that are capable of supporting robust data types, annotations, and visualizations across the sciences.
It is well established that data is the foundation of scientific collaboration [6, 10, 11, 42]. As such, scientists orient their varied and nuanced professional practices around data itself. However, cyberinfrastructure encourages new relationships with data that have a major impact on how scientists identify with their work [10, 11]. Despite the homogenizing force of cyberinfrastructure, data is not created or treated equally across scientific disciplines. Therefore, it is critical to understand how data itself is subjectively situated and used in different disciplines [6, 14]. As a brief example, in scientific communities data can serve as an interpreted point of differentiation between sub-disciplines (e.g., between theoretical and experimental physics), as a point of entry for communities of practice, and as a means for obtaining and maintaining power and status [6, 45].

The success and value of many CI environments depends on the ability to collect and share data in ways that are both highly transportable (an objective, engineering practice) and disseminative (a subjective, social practice) [1, 10, 14]. However, current efforts to create metadata structures that meet the demanding and sometimes conflicting goals of data transportation and dissemination often fall short [14, 34]. As such, there is still a need to further explore the social practices around data use, to move beyond our reliance on metadata, and to improve our understanding of data abstractions and the relationships scientists have with those abstractions more broadly [6, 45, 42]. 
Designers have a responsibility to consider the ways that cyberinfrastructure interact with and promote certain types of data over others. Recent research into data use in cyberinfrastructure highlights a preference for already digital quantitative data (e.g., output from a computerized lab instrument) over non-digital qualitative data (e.g., a physical sculpture in a university museum) [14]. Data types that lend themselves to technically and financially inexpensive incorporation into cyberinfrastructure tools may become the preferred types of data on the grounds of objective usability rather than subjective desirability [14]. Human collaborators and not technologies should remain the primary agents in the socio-political process of reconciling the complex issues of data management in cyberinfrastructure.
Taking a practice turn perspective on data and metadata as one of the foundations of cyberinfrastructure demonstrates the value of appropriating representations as resources for action. Scientists are already appropriating data/metadata as a resource for action in their work. However, the role cyberinfrastructure plays in influencing this appropriation and the resulting ethical implications of this influence are not well understood.
4.3 Acknowledge Cyberinfrastructure and Non-Cyberinfrastructure Contexts
As noted by Fernaeus et al., “systems designed for social and collaborative activity require a fundamental move towards new ways of looking at ‘interfaces’ in relation to computational and interactional processes.” Likewise, the “shared activity around computational systems always entails social interaction outside of the immediate context of interacting with the system” [22]. Reorienting our design perspective to the broader context of our interactions with systems suggests that “many of the interface actions become ‘offline’ and directed to the social … setting” rather than “to the software on the computer.” Accordingly, designs directed “towards the computer as well as ‘offline’ socially oriented action” [22, emphasis original] help focus our view on “interaction-in-context, where offline activities are regarded to play as much [a] part in the ‘user interaction’ as do actions with more immediate effects” on the system [22]. 
For cyberinfrastructure, it is understood that tracking activity from cyberinfrastructure to non-cyberinfrastructure contexts is important for facilitating collaboration and use. However, the practice turn reveals the need to mirror this relation and also track activity from non-cyberinfrastructure to cyberinfrastructure contexts. In other words, developing cyberinfrastructure that supports external access (e.g., access to cyberinfrastructure resources outside of the primary application channel) may facilitate and improve the use of cyberinfrastructure environments [6, 9].
While growing in popularity and prominence, cyberinfrastructure is still but one of the many tools used by scientists in the course of their work. As such, cyberinfrastructure competes with the demands from other technologies in other contexts. Recent research into the interactive ecologies of scientists suggests that offering multiples means for system notifications to be received by scientists is highly desired [21]. Farooq et al [21] provide a recent example of designing notification systems for the CiteSeer scientific collaboration platform.
	Design Implication
	Cyberinfrastructure Design Opportunities

	Design to Encourage Participation
	Diverse telecommunication options, Design applications that reflect existing work practices, Commit to usable and user-centered designs

	Appropriate Data/Metadata as a Resource for Action
	Investigate data/metadata structures, Design for data transportation and dissemination, Design for all types of data (digital, physical, qualitative, etc.)

	Acknowledge Cyberinfrastructure and Non-Cyberinfrastructure Contexts
	Support diverse and accessible means for system and activity notifications, Design for multiple contexts of work


Table 2: Summary of the practice turn based design implications for cyberinfrastructure.


Based on a survey of CiteSeer users, Farooq et al determined that lightweight and flexible notification systems help alleviate the problem of limited attention in scientific work. Additionally, using common communication technologies such as IM, email and RSS to externally communicate about activities that take place inside the cyberinfrastructure context promotes more user integration with and access to the cyberinfrastructure system [15].

Scientists are highly focused on work related to their primary research interests and can only find limited time for general collaborative “awareness activities” such as tracking citations or finding new papers [21]. Notification systems supported by cyberinfrastructure can help improve a scientist’s awareness of a broader range of non-cyberinfrastructure activities while also permitting more flexible and appropriate means for establishing and maintaining a context of work, especially when not actively engaged in work conducted in or through the cyberinfrastructure itself.

The necessity of supporting a shared context and situational awareness in collaboration is a well established point of cyberinfrastructure research [2, 3, 9, 37, 40, 44]. However, the practice turn perspective presented in this paper presents the need to support and develop for multiple contexts of activity which may or may not be entirely supported by the cyberinfrastructure application. Not all members of a scientific collaboration are involved in all possible projects which lead to conflicts when group members with different sets of contexts assert and act on different priorities. Additionally, issues of multiple and competing contexts are heightened in scientific collaboration due to ensuing issues of disciplinarity and trust [37, 44]. 
Designing for multiple and simultaneous contexts is a recent and developing idea in CSCW and cyberinfrastructure research. However, early work in the area suggests that flexible and dynamic calendar systems and improved activity awareness systems may help transmit meaningful information regarding the complexity of contexts in scientific practice [37]. Offering flexible calendaring and awareness systems allows collaborators to become more actively engaged in the reconciliation and/or construction of shared contexts that foster more efficient, desirable, and productive group interactions [37].
The practice turn view of cyberinfrastructure highlights the benefits of designing for cyberinfrastructure systems that are capable of establishing interactions-in-context both with and beyond the cyberinfrastructure itself. 

5. CONCLUSION
The work presented in this paper represents the conclusion of our study of a decade of cyberinfrastructure literature published in HCI, CSCW, CMC and computer engineering disciplines. However, this paper does not represent an attempt to summarize the state of the art in cyberinfrastructure research. Instead, we conducted a critical analysis of cyberinfrastructure research through the practice turn perspective primarily developed in the domains of embodied and tangible computing [22]. By using the practice turn ideals as a critical lens for analyzing cyberinfrastructure research, we aim to begin a discussion of the important role of embodied practice in the design, development, and use of cyberinfrastructure tools. This approach is valuable to cyberinfrastructure researchers and designers because it serves to decenter the technology laden discussion of cyberinfrastructure research while revealing the complex ways in which embodied practice and cyberinfrastructure influence each other.
After presenting our practice turn perspective of cyberinfrastructure research, we offered a series of design implications for cyberinfrastructure researchers and developers. These design implications highlight the ways in which users’ construct their cyberinfrastructure environment, use the environment in their everyday interactions-in-context, and how users’ appropriate cyberinfrastructure as part of their subjective, social and professional processes. 

Finally, our practice turn perspective of cyberinfrastructure research serves to highlight a new direction of research that incorporates the goals of cyberinfrastructure (i.e., data sharing, collaboration) with the values of embodied practice. There are many possible research questions to consider in this new domain and we conclude by suggesting the following questions as a starting point for research investigating the practice turn in cyberinfrastructure.
· How do we design for cyberinfrastructure as a resource for action rather than as a new or alternative means for data representation and manipulation?
· What role do offline and physical contexts play in the use and evaluation of cyberinfrastructure tools?

· In what ways can we design for cyberinfrastructure applications that provide the flexibility and robustness required to blend their use into a wide range of social and professional practices?
· How might we design for the constantly changing circumstances of everyday practice in order to acknowledge users’ subjective and personal ways of interacting with cyberinfrastructure?

· In what ways can we design cyberinfrastructure applications that encourage participation from a wide variety of disciplines and professional contexts?

· What role do data and metadata structures play in facilitating data practices that encourage and/or discourage the technological transportation of data as well as the social dissemination of information?
· How do we design for cyberinfrastructure systems that work with and not against work conducted outside of the context of the cyberinfrastructure environment?
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