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Abstract
In this paper, we present three core components for building a metacomputer environment: the CCS system management, the resource description tool RSD, and the SCL 

meta-layer that makes use of the other two.  The Computing Center Software CCS is a software that manages the access, job distribution, and administration of local HPC systems in a metacomputing environment.  At the user level, CCS provides vendor-independent access to parallel systems. At the  system administrator level, CCS offers tools for controlling (i.e. specifying, configuring  and scheduling) the system components that are operated in a computing center.  RSD is a generic Resource and Service Description for specifying hardware and software components of (meta-)computing environments. It provides a graphical  user inter-  face, a textual representation and an object-oriented API. 

The Service Coordination Layer SCL links the autonomous computing sites, providing a broker-function between the applications' requirements and the distributed compute  services. It has been successfully employed in two industrial metacomputing projects with  compute-intensive CFD applications and codes for drug-target discovery in pharmaceutical industry.
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Abstract
This paper introduces a simple yet general frame-  work to submit jobs across multiple supercomputing  sites. Because the submission process is based on  a dataflow concept, it is more than just a uniform  interface to the queuing systems running on each supercomputing center. Using a dataflow concept al-  lows integrating different jobs with each other and  makes it possible to extend the concept of sequential  batch processing in order to build coarse grain programs running across multiple sites. While utilizing  computers at multiple sites it is possible to reduce  the turnaround time for problems, that are coarse grain in nature. Practical experience showed that  the turnaround times for a grand challenge case study  could be drastically reduced due to the accessibility  of several supercomputers at startup-time. A first-come-first-serve-scheduling algorithm distributes the  jobs across the sites. Due to these extensions, this  framework can be classified as metacomputing environment. 
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Abstract

As part of the Distributed Object Computation Testbed project (DOCT) [1] [2] and the Data Intensive Computing initiative of the National Partnership for Advanced Computational Infrastructure (NPACI) [3], the San Diego Supercomputer Center has designed and implemented a multi-platform encryption and authentication system referred to as the SDSC Encryption and Authentication, or SEA, system. The SEA system is based on RSA and RC5 encryption capabilities and is designed for use in an HPC/WAN environment containing diverse hardware architectures and Operating Systems (including Cray T90, Cray T3E, Cray J90, SunOS, Solaris, AIX, SGI, HP, NextStep, and Linux). The system includes the SEA library, which provides reliable, efficient, and flexible authentication and encryption capabilities between two processes communicating via TCP/IP sockets, and SEA utilities/daemons, which provide a simple key management system. It is currently in use by the SDSC Storage Resource Broker (SRB) [4] [5] , as well as by user interface utilities to SDSC's installation of the High Performance Storage System (HPSS) [6]. This paper presents the design and capabilities of the SEA system and discusses future plans for enhancing this system. 
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Abstract
WebSubmit is a Web-based framework providing seamless access to applications on a collection of heterogeneous computing resources. Its goal is to facilitate the use of computing resources via the Web without  requiring knowledge of the specifics of unfamiliar operating systems and dynamic application environments.  Strong authentication using the Secure Sockets Layer protocol is used to allow registered users to connect to  the system, and when validated by a WebSubmit authority, they are given access to a group of application  modules. Each application module is presented as an HTML form; this form is filled out and submitted to  the server, which then processes the request and executes the desired tasks on the specified remote system  using the Secure Shell protocol. The system is flexible and extensible, and its modularity promotes ease of  use, maintainability, and interface development.

