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Elements of an XII System

1.
A Web Server and Associated Database

This web site takes data in, stores it, and sends data out. The intent is that all crisis traffic be routed through the web server so that the server has a record of what is happening.  This traffic includes situation reports, requests for resources, the allocation of resources, model results, and so on.  Usually, people fill in a form to enter data.

Examples of input data:

· Data entered into forms





· E-mail

· Diagrams, e.g., from model results, weather, etc.

· Imagery, e.g., from overflights

· Video, audio, and other segment streams

Data is retrieved by:

· Selecting from a list of the items stored on the server.  A search engine will create customized lists.

· Clicking an icon on a map.

The web server does not analyze data.  It doesn’t attempt to assess the crisis for the crisis managers, for example.

A user with a computer will usually fill in a form on his browser to send data to the computer.  The form is a way of assuring that the user provides all the essential elements and that the server knows how to handle each element.  If a user does not have a computer, he can call someone who does and that person can fill in the form.  In the future, a computer may directly interpret the voice message.

A user can “push” data to other users.

It may be convenient to do some translations on the incoming data.  Converting NITF images to GIF images for browsers is an example.  (NITF stands for National Imagery Transmission Format.  It is a U.S. Government standard.)

2.
Situation Assessment

The crisis data in the web server is almost always incomplete and sometimes is very sketchy.  Hence, this assessment is an educated guess by the emergency response managers.  Models such as models predicting the damage caused by an earthquake may help.  The assessment output might be a rough drawing on a map overlay.

3.
Resource Database and Resource Allocation

Resources are all the human and equipment resources available to the emergency response managers.  Managers may have their own databases containing much of this information.  Other resource databases are available such as the database of military resources maintained by the Director of Military Support (DOMS) in the Pentagon.  Normally, the emergency response managers decide how to allocate the resources.  Resources committed to a crisis should appear in the web server.

4.
Real Time Collaborative Tools

These tools include chat, whiteboards, synchronized browsers, and audio and video conferencing.  They support discussions and joint decisions among people responding to the incident.

5.
Models and Other External Sources of Data

Models include plume models, fire propagation models, earthquake models, and the like.  Models are normally run as separate tasks  -- in fact, the modelers may be a long way from the crisis -- and results are sent to the web site.  An example of another external source of data is weather.

6.
Links to External Sources

The web site provides links to other useful web sites such as NIH’s Medline and the Army’s Chem/Bio database.

7.
Communications

Achieving reliable communications in a crisis is difficult.  This is not considered here.
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