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Project Description:

This project will expand upon the Gateway generic portal tools developed during the previous funding year.  The ongoing goals of this project are to provide secure, transparent access to HPC resources for DoD scientists, providing a browser-based entry point to all MSRC resources.  Gateway furthermore provides tools that simplify using MSRC resources, providing tools and user interfaces to aid in tasks such as transferring files, submitting and monitoring jobs, and organizing problem runs.  This reduces the need for specialized knowledge of queuing systems, simplifies and promotes the use of archiving systems, and allows users to explore and test unfamiliar applications.  In addition to the generic portal we demonstrated at the ASC review, we are working with NCSA to develop a CSM portal that will initially provide access to the applications Ansys and Abaqus.

Project Objectives:   

During the previous funding phases, NPAC/FSU developed WebFlow, the secure middle tier and the generic portal tools for building user interfaces.  We also have initiated a CSM portal project with NCSA and are working with ASC security to gain approval for using Gateway software in the production environment.  In this next phase of development, we will concentrate on the following goals:

1. Integration into the ASC operating environment;

2. Continued development and testing of the CSM Portal;

3. Instructing and supporting other CTA portal developers. 

We also will continue to add functionality to the core tool set, focusing on collaboration and visualization. These are being developed in prototype form at FSU and will be integrated with the ASC efforts. 

Goals 1 and 2 continue current efforts.   We are currently working with ASC security personnel to obtain approval to run Gateway in the production environment.  We anticipate that this may require some modifications to the test bed implementation.  Following approval, we will develop and implement a transition plan to transfer primary support of Gateway from FSU to CSC-Nichols.  For the second goal, we will deploy the prototype CSM portal in the Gateway production environment and work with the NCSA CSM team to identify early users.  Finally, for the third goal, we will provide both formal classroom instruction and continuing, off-line support for other interested developers.

Deliverables:

FSU will deliver the following:

1. Complete the approval process to run Gateway in production.

2. Conduct an initial early user test of the CSM portal in the ASC production environment.  User feedback will be documented in a report for ASC PET management.

3. Offer a class at ASC for interested portal developers.  This will be a detailed, hands-on class that will allow users to develop their own portals using FSU and third party software.

4. Develop a transition and integration plan that will support broad Gateway usage and move this support to CSC-Nichols.

5. Continue to develop prototype tools, including visualization and collaboration, for Gateway.  Demonstrate these for early users.

Customers/End Users:  

Customers will include CSM early users and interested developers in other CTAs.

Benefit to Warfighter:             

The Gateway portal concept simplifies using HPC systems, enabling the MSRCs to extend their user base to include DoD researchers that do not have extensive HPC experience. 

Project Dependencies:

Early user testing in the ASC production environment will require approval from security personnel.  We will also need to insure that the appropriate equipment (Solaris or Linux machines) are available in the production environment.  If this is delayed, we will conduct early user testing either on the ASC test bed or with FSU and NCSA facilities.  

Risk Element:         

The primary risks are 

1. The system architecture and deployment plan will require significant revision before we can run Gateway in production.

2. Additional hardware will have to be procured before Gateway can be deployed.

We are already working with ASC security to obtain approval, so any problems will be identified before the current period of performance begins.

Supported Personnel: 

Gateway development is lead by Dr. Marlon Pierce.  In addition, one graduate student at FSU will need support.

Estimated Funding Level

Year 5 Extension:       $42,605

