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1. Overview

The Grid Portal Development Kit1 (GPDK) is intended to provide a core set of capabilities for accessing Grid services. A "Grid portal" is therefore a customizable, personalized web interface for harnessing Grid services and resources. GPDK provides modular, reusable components for accessing common Grid services as well as providing a sample template portal that can be easily modified or extended to support additional services and customized problem solving environments. 

GPDK services are provided by the Globus2 middleware and the Grid Security Infrastructure3 (GSI). The Globus middleware provides the following services:

1. GRAM4 protocol for job submission

2. GridFTP5 protocol for secure data tranfer

3. LDAP6 protocol for querying information servers 

4. GSI protocol for underlying GRAM, GridFTP, Myproxy7 services 

               One of the core portal requirements is to provide users with a common gateway to Grid resources accessible from any system including their home machine with their certificate and private key or a publicly available terminal with a secure web browser. The Myproxy server is used as an online certificate repository that can store a user’s delegated credentials that can be retrieved from the portal. The Myproxy server uses the GSI as the underlying security protocol for mutual authentication and can be configured to selectively allow users or portals access rights based on their distinguished name.

 The GPDK has been under development for nearly six months and has been useful to several portal building projects. The ASC/Cactus portal is an application portal designed to allow users to easily use the Cactus computational toolkit (CCTK) used for solving various physical equations including Einstein's equations of general relativity. Users are able to checkout the CCTK source code and compile and run on a wide range of resources from the portal. The NASA IPG Launchpad user portal provides users a customized view of IPG resources enabling simple job submissions as well as information querying of the GIIS. Both the ASC/Cactus portal takes advantage of the core GPDK grid service beans as well as extending others e.g. a CVS bean. As popularity for the GPDK increases more grid service beans and template portal pages will continue to be produced.

2. Supported Grid Services and Relationship to Grid Forum Working Groups


The Grid Portal Development Kit currently takes advantage of existing services provided by the Globus middleware, but plans on adopting those services "blessed" by the Grid Forum8 working groups. Currently the security WG has advocated GSI as a common security framework capable of authentication based on OpenSSL9. Future goals of the security WG include access control and authorization as well as continued work on delegation. As mentioned previously, both GPDK and the Myproxy service use the GSI as advocated by the GF Security Working Group. 


Another protocol being advocated by the Grid Forum remote data transfer working group has been GridFTP for securely accessing data based on the existing FTP protocol with GSI security extensions. The GPDK currently supports simple file transfer (including third-party) using a bean providing the GSI FTP service.


The GF Information Services working group has advocated LDAP an as information service protocol useful for storing various Grid information. GPDK uses the open source Mozilla10 directory Java API for communicating to LDAP servers. The GPDK provides efficient LDAP querying using a connection pool that maintains several open connections to several LDAP servers that improves multiple client queries from the portal. 


Additional services that would be beneficial include the ability to access secure databases for storing user profiles or other portal data. Superscheduling services are required to hide the task of selecting the most appropriate resource for a given task from the portal user. Superscheduling will allow portal users to submit jobs to a broker that can make more sophisticated scheduling decisions on their behalf. Another area to consider is accounting. Portal users would like to know the ultimate cost and utilization of the resources they use. A common accounting model or service must be adopted before this can become a reality. As protocols and services become "blessed" by the Grid Forum working groups, it is hoped they will become adopted by the GPDK.

3. Architecture & Implementation


The GPDK is at the topmost layer of a complex stack of layered software packages. At the lowest level, the assumption is that Grid resources and services are enabled by the appropriate Grid middleware. The current implementation requires Globus and the services that Globus provides, but GPDK could benefit from taking advantage of services provide by other middleware (both research and commercial software) and any additional services "blessed" by Grid Forum.


The architecture diagram below is a canonical “three tier” structure common to most web application servers. The top tier is the view of the portal from the client requiring a web browser to display HTML and Javascript or other web technologies that have some amount of acceptance among competing browsers. As indicated by the arrow, the client also requires the Myproxy client to be able to delegate their credential to the Myproxy server. Currently, a lightweight Java GUI is provided that can perform this task. In practice, it’s possible to enable clients to securely upload their credential to the web server provided they wished to access the portal from the same machine where their credentials are stored. 

The second tier in the architecture and the foundation of the portal is a secure web server. Projects using GPDK have successfully used Apache11 or Stronghold (Apache plus a Verisign/Thawte cerrtificate) , although Netscape or Microsoft IIS servers may be used. GPDK allows portal developers to access Grid services by building "portal pages" using Java Server Pages12 (JSP). Java Server Pages are server processed web pages that contain Java code (called scriptlets) used for accessing GPDK beans- Java components used to access Grid services. The Java "Grid service" beans (not EJB) are actually specialized wrappers around the Java CoG toolkit13. The Java CoG toolkit provides a Java API to various Globus/Grid services and provides an implementation of GSI that is 100% pure Java. The CoG kit takes advantage of other commodity libraries including the IAIK14 security libraries for performing GSI authentication. The JSP pages get compiled at run time into Java servlets15 and are executed in a servlet container. The current implementation of GPDK uses the open source Tomcat servlet container developed by the Jakarta project with support from Apache, Sun and IBM. 

The third tier includes all the back-end resources necessary used by the portal to perform secure operations on behalf of a user. Grid service beans such as the MyproxyBean, FileTransferBean, JobSubmissionBean, and MDSQueryBean communicate to various back-end services using the GSI, GridFTP, GRAM and LDAP protocols. 

One of the main advantages to developing a portal using the JSP/Servlet model is the notion of scope when creating beans. User profiles, for instance, are contained in “session beans” that persist for the duration that a user remains logged in. Session beans can be made serializable; saving user information to disk, or even updating serialized beans to an LDAP server or back-end database. Application scope beans provide persistence for the duration of the web server and are useful for monitoring jobs that have been submitted as well as storing static information that can be retrieved from the GIIS upon startup.
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Project Status and Future Plans


The author is continuing to develop and enhance the GPDK for additional portal projects and has received wide interests from a range of computational scientists. Current effort involves better packaging with CoG as well as providing a template build project that includes its own java based makefile and template JSP pages that can be easily modified and enhanced.


As Grid services become widely available and supported by the Grid Forum community, they will become adopted and supported by GPDK.
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