Application Test Bed

The network management tools developed in this proposal will be tuned and tested by requirement gathering from and use by an application test bed supporting education and computational science. This will leverage work by a companion IPCRES laboratory (Grid Computing led by Fox) and the portal group in the CS department led by Gannon. This collaboration is developing collaborative portals for supporting computational science research and web-based distributed and distance education. This will allow to support network management for both individual and groups of users – either distributed in clustered as in a classroom. The IU portal has several important features

· It supports both wireless and desktop clients in the same session so that we can test the interplay between our tools in the wired and wireless worlds. Within the wired environment we can support both high-end (e.g. the IU Cave) and commodity clients.

· It is designed as a toolkit so that we can add network management and monitoring capability as an optional portal service

· The portal is supported by an “event bus” implemented with either SOAP or JMS – the Java Message Service. A network administrator can easily subscribe to the collaborative session and receive information from and send instructions to all the collaborating clients. This event bus is designed around a base XML Schema with extensions for each message type. Existing message types include users, courses (using IMS and ADL standards), security etc. and we will add a network management extension.

· The collaborative system support shared SVG (using the Batik viewer) and so we can build special environments for network managers collaborating at a distance to understand a particular network setup.

The IU portal technology is being extended so it can support both the typically structured Grid situations with well-defined middle-tier servers as well as the emerging peer-to-peer (P2P) networks. Initially we expect to emerge the ideas of JXTA (from Bill Joy at Sun Microsystems) with our existing technology. P2P networks have particular challenges in supporting security and very dynamic topologies and corresponding network traffic. Hybrid P2P Grids include both clusters of nodes broadcasting to each other and networks of message routers implementing the complex multicast needed in the publish-subscribe metaphor underlying the collaborative framework. We intend that these application level message servers will be created on demand to cope with clusters of users with common subscriptions. The network management tools developed in this proposal will be precisely what is needed to determine where to add new servers.


We have several communities in which we can implement these application test beds. These include IU students where we are planning selective testing of wireless capabilities of the portals for laptops and PDA’s as classroom aids. Further both Gannon and Fox are members of the NCSA partnership and will use this to promote nation wide tests.

