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Session Manager  in TANGO Interactive v. 2.0 is has been designed to be highly configurable. Many aspects  of the Session  Manager behavior and appearance can be controlled using SM configuration file. This document describes syntax and semantics of the configuration file.

Session Manager reads its configuration file upon startup. The file location can be defined in the <APPLET> tag invoking Session Manager. If the parameter defining file location is omitted, Session Manager will attempt to read the file from the relative URL conf/default.tsm

In the current release of TI Session Manager does not verify if the configuration file is syntactically correct. An error in configuration file may prevent Session Manager from starting properly, and no diagnostic will be provided. We recommend that only system administrators modify configuration files, and that the customized configuration files are always created using provided examples as a starting point.

Configuration file can control the following aspects of the Session Manager  (SM) operation:

· List of application modules that will appear SM

· Definition of all application modules, including their URLs/paths, and a  number of additional properties (see “Applications” section)

· Assignment of application modules to application folders

· A set of applications show in the Quick Access toolbar

· A list of TI servers to which SM can connect and their location and description

· Location of the help files

· Location of the icons used  by SM in various sections

· Specification of the frameset housing various elements of the Session Manager

· Specification of the applications automatically started by SM 

SM configuration file is fashioned after Windows .INI files. This solution is transient, though. The next release will use an XML-compliant syntax. We will however retain designations of the tags and the overall semantics. 

General syntax:

All entries are defined in the key = value format. To create expandable lists (arrays), we use key =+ value syntax.

Comments are denoted by a #.

The file can contain section of several types, as specified below. The most important are application and server sections.

Applications sections

Each application has to be described in a section named [App XXX] where XXX stands for the AT of the application, e.g. [App 110]. Currently we recognize four types of applications in the system: Java applets of JavaScript applications, “local” applications, hidden frame applications (applets/scripts only), and predefined session applications . The entries in the respective sections differ slightly depending on the application type.

Applets

	type
	[required]
	for applets type=0

	AT
	[required]
	application type, unique identifier of application (same as in the section heading)

	app name
	[required]
	absolute application name

	nickname
	[required]
	short application name

	system constraint
	[required]
	0 all systems

1 Windows only

2 Unix only

	allowed
	[required]
	number of concurrent sessions per user; 0 – no constraints

	URL
	[required]
	absolute or relative URL used to start the applet

	[role] URL
	[optional]
	alternative URL for a given role

	height
	[required]
	height of the window

	width
	[required]
	width of the window

	x
	[optional]
	x position of the window; default 10

	y
	[optional]
	y position of the window; default 10

	icon
	[optional]
	absolute or relative URL to the icon

	help
	[optional]
	absolute or relative URL to the help file

	show
	[optional, array]
	array of roles that have the rights to start the application

	session rights
	[optional, array ]
	array of roles that have the rights to manipulate the session


Applications

	type
	[required]
	for applications type=1

	AT
	[required]
	application type, unique identifier of application (same as in the section heading)

	app name
	[required]
	absolute application name

	nickname
	[required]
	short application name

	system constraint
	[required]
	0 all systems

1 Windows only

2 Unix only

	allowed
	[required]
	number of concurrent sessions per user; 0 – no constraints

	path
	[required]
	relative path to the application folder (combined with the path taken from the registry)

	name
	[optional]
	name of the application executable file

	icon
	[optional]
	absolute or relative URL to the icon

	help
	[optional]
	absolute or relative URL to the help file

	show
	[optional, array]
	array of roles that have the rights to start the application

	session rights
	[optional, array ]
	array of roles that have the rights to manipulate the session


Applications started in predefined sessions

Predefined sessions require sections [predefined] and [frames content] to be defined in order to work correctly. 

	type
	[required]
	for predefined sessions type=4

	AT
	[required]
	application type, unique identifier of application (same as in the section heading)

	app name
	[required]
	absolute application name

	nickname
	[required]
	short application name

	system constraint
	[required]
	0 all systems

1 Windows only

2 Unix only

	allowed
	[required]
	number of concurrent sessions per user; 0 – no constraints

	URL
	[required]
	absolute or relative URL used to start the applet

	[role] URL
	[optional]
	alternative URL for a given role

	icon
	[optional]
	absolute or relative URL to the icon

	help
	[optional]
	absolute or relative URL to the help file

	starter
	[required]
	role of the person that initiates the session

	frame
	[required if applet or script]
	name of frame to be used by this session


Applets/Scripts started in hidden frames

Hidden frame sessions require section [hidden frames] to be defined in order to work correctly. Please, note: hidden frames are allocated dynamically. There is no need to specify the frame name or number. Hidden frames are used by application to store sensitive code that as no graphical functions. This is typically used for scripted applications to improve robustness and to avoid creation of unnecessary browser windows.
  
	type
	[required]
	for hidden frame sessions type=5

	AT
	[required]
	application type, unique identifier of application (same as in the section heading)

	app name
	[required]
	absolute application name

	nickname
	[required]
	short application name

	system constraint
	[required]
	0 all systems

1 Windows only

2 Unix only

	allowed
	[required]
	number of concurrent sessions allowed; 0 – no constraints

	URL
	[required]
	absolute or relative URL used to start the applet

	[role] URL
	[optional]
	alternative URL for a given role

	icon
	[optional]
	absolute or relative URL to the icon

	help
	[optional]
	absolute or relative URL to the help file


Default section

[default]

	icon
	[required]
	absolute or relative URL to the default application icon


Folders

[folders]

Folders section

This section defines the names of folders. Each name defined in this section must have accompanying folder section named in the format [folder XXX], where XXX is the name of a folder defined in this section.

	names
	[required, array]
	Names of sections that contain specific folder information


Folder section

	mnemonic
	[required]
	a shortcut key to access the folder

	icon
	[required]
	absolute or relative URL to the icon

	apps
	[required, array]
	ATs of applications to be put in this folder


One application can be placed in multiple folders.

Servers

There can be several server sections named [Server XXX] where XXX is a unique name. 

Server section

	name
	[required]
	user-friendly name of the server

	server
	[required]
	name of the host

	port
	[required]
	port number

	description
	[required]
	description of server

	applications
	[optional, array]
	subset of applications to be active on this server


Miscellaneous

This section specifies the number of hidden frames in the currently used frameset. SM assumes that frames are called ‘frm0’ to ‘frmn’ where n=size-1.

Hidden frames section

[hidden frames]

	size
	[required]
	number of frames to be used as hidden


Predefined section

[predefined]

	AT
	[required, array]
	ATs of applications to be started as predefined sessions


Frames content help

[frames content]

	default
	[required]
	absolute or relative URL used by default when the frames are not active

	[frame name]
	[optional]
	absolute or relative URL used when the frame is not active


Toolbar section

[toolbar]

	apps
	[required, array]
	ATs of applications to be included in the toolbar


Help section

[help]

	overview
	[required]
	absolute or relative URL used to start help

	basic concepts
	[required]
	absolute or relative URL used to start help

	topics
	[required]
	absolute or relative URL used to start help


Concept of roles and their implementation in the TI 2.0 Session Manager.



The role is an arbitrary tag (e.g. "professor, student, uncle Matt) associated with each known user. The known users are those that registered in the server user file. Therefore the concept applies only to servers that are able to authenticate users. For the so called 'open servers' (no user authentication) the roles are non-existent and will be ignored by SM. 

The SM per se does not know anything about specific roles. However, the configuration file allows for altering some behaviors of SM based on the role.


1. Predefined sessions

Predefined sessions are sessions that are automatically started when a user with a certain role (e.g. professor) logs to the system. In order to build a predefined session one has to create section 'predefined' in the conf file and add all the application types (AT) of the applets to be started as predefined. Then, each of the applets must be defined in a separate 'App' section. For the applets starting in a  frame the type must be set to 4. Required parameters include 'frame' (name of the frame where the applet will be started) and 'starter' (the role that starts the predefined session).


Example:

 
[predefined]
AT+=3333

[App 3333]
type=4
AT=3333
app name=Paintbrush predef
nickname=PP
system constraint=0
allowed=1
URL=http://trURL.npac.syr.edu/tango101/applets/whiteboard/index.html
icon=images/20X18/draw.gif
starter=prof
frame=appletfrm

2. Role-specific application set


Sometimes it is desirable to block the ability to start some type of applications for certain type of users (e.g. students) without removing the capability of using this application once it is started. The configuration file allows for adding the 'show' parameter in the 'App' section specifying who is able to use this type of application. Sample 'show' might look like that:

[App 37]
show=professor, support

In this case only professor and support roles may start the application 37. However other users can have this application opened remotely on their machines.



3. Role-specific URLs

Each applet has a 'URL' parameter specifying the starting page for given type of application, regardless of a role of user. This parameter can be overridden by a role specific URL pointing to another location. For example:

[App 111]
 URL=http://kain.npac.syr.edu/Applets/TangoVideo/index.html
professor URL=http://kain.npac.syr.edu/Applets/TangoVideoMaster/index.html

In this case all users with role different than professor start application using 'URL' parameter. When a user with professor role starts the same type of application, 'professor URL' will be used instead.

4. Role-specific operations 

Once the session is started only certain roles will be able to invoke session commends (e.g. only professor can close the session)

5. Server-specific application sets 

This facility is not related to roles, but we mention it here since it is relevant to SM configuration.

In the situation when configuration file describes more than one server, each server can have a list of applications associated with it. Such list would be a subset of all applications defined in the configuration file. The application set would depend on the currently used server.


Example of a Session Manager configuration file.

#system constraint=0
all systems

#system constraint=1
Windows only

#system constraint=2
Unix only

#type=0 Applet

#type=1 Application

#type=4 Predefined Session

#type=5 Hidden Frame Applet

[App 109]

type=0

AT=109

app name=New chat

nickname=nchat

system constraint=0

allowed=0

URL=http://trURL.npac.syr.edu/tomm/deneb/tangoI/applets/newChat/chat.html

height=470

width=470

x=300

y=300

icon=images/20X18/chat.gif

[App 110]

type=0

AT=110

app name=Test chat

nickname=tchat

system constraint=0

allowed=0

URL=http://colorado/temp/testchat/chat.html

height=350

width=350

x=300

y=300

icon=images/20X18/chat.gif

show+=uncle Matt

session rights+=uncle Matt

[App 122]

type=0

AT=122

app name=Video Player

nickname=video

system constraint=1

allowed=1

URL=http://kain.npac.syr.edu/Applets/TangoVideo/index.html

height=80

width=300

x=500

y=500

icon=images/20X18/video.gif

show+=uncle Matt

[App 111]

type=0

AT=111

app name=chat

nickname=chat

system constraint=0

allowed=0

URL=http://trURL.npac.syr.edu/tango101/applets/nchat/index.html

height=417

width=487

x=10

y=10

icon=images/20X18/chat.gif

show+=uncle Matt

show+=operator

session rights+=uncle Matt

[App 121]

type=0

AT=121

app name=Paintbrush

nickname=Paintbrush

system constraint=0

allowed=0

URL=http://trURL.npac.syr.edu/tango101/applets/whiteboard/index.html

height=430

width=525

x=100

y=100

icon=images/20X18/draw.gif

session rights+=operator

[App 3333]

type=4

AT=3333

app name=Paintbrush predef

nickname=PP

system constraint=0

allowed=1

URL=http://trURL.npac.syr.edu/tango101/applets/whiteboard/index.html

height=430

width=525

x=100

y=100

icon=images/20X18/draw.gif

hidden=yes

starter=prof

frame=appletfrm

default=null.html

[App 552]

type=0

AT=552

app name=Rubik's Cube

nickname=Rubik

system constraint=0

allowed=0

URL=http://trURL.npac.syr.edu/tango101/applets/rubik/index.html#430#525#

height=400

width=360

x=300

y=200

icon=images/20X18/rubik.gif

[App 999]

type=0

AT=999

app name=Raise your hand

nickname=raise

system constraint=0

allowed=0

URL=http://oregon.npac.syr.edu/projects/raiseYourHand/RaiseYourHand.html

height=420

width=340

x=300

y=200

icon=images/20X18/audio.gif

[App 2000]

type=0

AT=2000

app name=Raise your hand 2

nickname=raise2

system constraint=0

allowed=1

URL=http://oregon.npac.syr.edu/projects/feedback/RaiseYourHand.html

height=420

width=340

x=300

y=200

hidden=yes

starter=professor

icon=images/20X18/audio.gif

[App 1001]

type=0

AT=1001

app name=test

nickname=test

system constraint=0

allowed=0

URL=http://colorado.npac.syr.edu/temp/index.html

height=220

width=240

x=300

y=200

icon=images/20X18/audio.gif

[App 142]

type=5

AT=142

app name=Shared browser

nickname=Browser

system constraint=0

allowed=0

URL=http://colorado.npac.syr.edu/applets/sb/index.html

height=30

width=20

icon=images/20X18/browser.gif

[App 37]

type=1

AT=37

system constraint=0

app name=Buena Vista

nickname=BuenaVista

allowed=1

path=BuenaVista

name=BVtango

icon=images/20X18/buenaVista.gif

[App 2351]

type=0

AT=2351

app name="JS 5.1"

nickname=5.1

system constraint=0

allowed=0

URL=http://trURL.npac.syr.edu/tomm/deneb/tangoApi/js/ex51.html

height=60

width=300

[folder First]

mnemonic=F

icon=images/20X18/MSApps.gif

apps+=109

apps+=111

apps+=37

apps+=122

[folder Second]

mnemonic=S

icon=images/20X18/MSApps.gif

apps+=121

apps+=552

apps+=999

apps+=2000

apps+=142

[folder JavaScript Tutorial]

mnemonic=J

icon=images/20X18/MSApps.gif

apps+=2351

[default]

icon=images/20X18/flows.gif

[hidden frames]

size=6

[Server kopernik]

name=Main server

server=kopernik.npac.syr.edu

port=24000

description=This is the main NPAC server.

applications+=109

applications+=110

applications+=122

[Server kopernik2]

name=Secure server

server=kopernik.npac.syr.edu

port=25000

description=This is the NPAC secure server. You have to know your password in order to log in.

[Server colorado]

name=Konrad's server

server=colorado.npac.syr.edu

port=11000

description=This is the private server used for testing.

[Server louisiana]

name=Mieczyslaw

server=louisiana.npac.syr.edu

port=4444

description=This is the last server.

[Server kopernik4444]

name=Watchdog-meta-server

server=kopernik.npac.syr.edu

port=4444

description=This server is for testing. It implements meta-server capabilities, watchdog functionality, sings, deals with dirty laundry and fixes small electrical appliances.

[predefined]

AT+=3333

[folders]

names+=JavaScript Tutorial

names+=First

names+=Second

[toolbar]

apps+=37

apps+=121

apps+=122

apps+=111

apps+=109

apps+=110

apps+=3333

[help]

overview=http://www.npac.syr.edu

basic concepts=zdzisiek.html

topics=zdzisiek.html

[frames content]

default=http://www.webwisdom.com

appletfrm=http://www.npac.syr.edu
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