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Figure 1, DASD Y2K Outreach Organization
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Background

The Department of Defense's (DoD) Sector Outreach Plan is a vital component of the administration’s Year 2000 (Y2K) Conversion Plan.  The Department is the lead Federal agency in only one sector, the Defense/International Security Sector, but is an active participant in many other sectors.  In addition to ensuring internal systems are compliant, the Department must also ensure external interfaces with other Federal agencies, state and local governments, the private sector, and international partners are also Y2K compliant.  Wherever there are mission critical dependencies with external suppliers or customers, DoD must ensure Y2K compliance.

National Goals

The DoD Sector Outreach program supports the national goals articulated in the Executive Order on Year 2000 Conversion dated February 4, 1998.  These goals are:

· Assure that no critical Federal program experiences disruption because of the Y2K problem,

· Assist and cooperate with State, local, and tribal governments to address the Y2K problem where those governments depend on Federal information or information technology or the Federal Government is dependent on those governments to perform critical missions,

· Cooperate with the private sector operators of critical national and local systems, and

· Communicate with foreign counterparts to raise awareness of and generate cooperative international arrangements to address the Y2K problem.
Year 2000 Conversion Council Objectives

In addition to these goals, the Chair of the Year 2000 Conversion Council has established specific objectives for the Federal Sector program.  Federal Sectors are functional areas designated by the President’s Council on Year 2000 Conversion. Each Sector is chaired by a lead agency empowered to coordinate and provide guidance to all Federal agencies participating in that sector to accomplish the objectives described below.  One of these sectors, led by the Department of Defense, is the Defense/International Security Sector.  These objectives apply to all Federal Sectors, including the Defense/International Security Sector, and they are: 

· Identify and focus on critical Y2K interface, interoperability, and regulatory issues,

· Facilitate data exchanges and coordination among Federal, State, and local governments on common Y2K issues,

· Address interface and other issues of mutual concern that must be resolved promptly,

· Share and document “lessons learned,” and
· Reinforce participants' commitment to a collaborative resolution of Y2K issues
Of the list of Federal sectors, there are 12 sectors in which the Department of Defense engages in critical functions or shares unique interests with other Federal participants. The Deputy Secretary of Defense will appoint senior representatives from the DoD Principal Staff Assistants (PSAs) to represent the OSD Y2K Office in those sectors.  OSD may participate in other Federal sector meetings as required.  The Y2K Office shall issue a contract terms of engagement to assist in defining the role of the OSD representatives at Federal sector meetings.
DoD Y2K Outreach Vision

DoD’s Y2K outreach vision is continued national security through effective integration of DoD Y2K activities with domestic and foreign partners.  This vision will be achieved through Federal, state and local, and international outreach activities.  These outreach activities complement and leverage the Department’s fundamental Y2K management strategy of centralized policy and decentralized implementation and execution. 

DoD is using the Federal Government‑wide five‑phase approach stipulated by the Office of Management and Budget: Awareness, Assessment, Remediation, Validation, and Implementation.  DoD’s objective is to complete the implementation phase for all mission critical systems by December 31, 1998.  This is an aggressive strategy designed to allow the full 1999 calendar year for testing and readiness assessment.  Where there are external dependencies, interfaces, or data exchanges, outreach activities will play a central role in achieving cooperative Y2K compliance and testing.

A key concept regarding the DOD Y2K approach is the recognition that Y2K remediation is primarily a management problem, not a technical problem.  The purpose for DOD PSA participation in the outreach sectors is to bring the key management issues to the table for action.

DoD Y2K Outreach Goals

The Year 2000 Conversion Council’s objectives provide the starting point for developing DoD’s Outreach strategy.  DoD expects to achieve the following goals through its Outreach program:

· Reassure the American people, allies, friendly nations, and potential adversaries that DoD remains capable of executing the National Military Strategy,

· Meet global responsibilities – alliances, treaties, and agreements – despite Y2K disruptions,

· Identify all dependencies outside DoD that affect the Department’s ability to perform mission critical activities, and work with suppliers and customers to minimize their effects, and

· Minimize global Y2K disruptions in order to promote global stability.

DoD Y2K Outreach Methodology

The Year 2000 Office Director for Outreach is responsible for coordinating all DoD Sector Outreach activities, maintaining a centralized library of all DoD Sector Outreach activities and products, and tracking the status of all DoD outreach action items.  The Director of Outreach will meet with the other Year 2000 Office Directors as needed to facilitate sharing of information between outreach sectors.

The Year 2000 Office Director for Outreach has determined those Federal sectors which have the greatest impact on DOD interests.  DOD Principal Staff Assistants will be assigned by the Deputy Secretary of Defense (or his designate) to attend those Federal outreach sector meetings so that the Department is represented by personnel possessing the appropriate expertise for each functional sector.  Technical and staff assistance will be provided to the designated Principal Staff Assistant (PSA) as necessary.   

 
DoD will participate in Federal sector outreach where there are DoD interests or where the Department has specifically been requested to participate by the lead agency. Within one working day following a Federal Sector meeting, the appropriate Year 2000 Office Director will obtain from the senior DoD participant a written meeting summary that includes all DoD action items. A copy of the summary and action items will be forwarded to the Year 2000 Office Director for Outreach.

 Within these Federal Sectors, DoD will:

· Attend, or initiate as appropriate, Outreach meetings and provide briefings and status reports to these meetings. These briefings and status reports will serve to surface DoD issues, raise awareness, determine other entity’s Y2K status to aid contingency planning, and identify interfaces. The output of a DoD-attended Outreach meeting should provide a consensus on future actions, identify individuals and organizations responsible for those actions and provide agreed-upon completion deadlines on those actions. 

· Support symposia, conferences, working groups, and action teams to raise awareness, share information, surface issues, identify and work on interface issues, and provide DoD leadership. The output of any symposia, conference, working group, or action team meeting should be a record of the event, in both hard copy and for publication on the Year 2000 Conversion Council web site.

· Enter interface data and other relevant sector Y2K information into the DoD Y2K database. We expect, through the Outreach program, to discover critical interfaces between DoD systems and other entities’ systems that we had not 
Figure 2

known.   Entering this data into the database ensures this information is available for later use and reporting, as required.

Defense/International Security Sector

The Defense/International Security Sector is comprised of eight sub-sectors that address key elements of concern to DoD over the millennium change. (See Figure 2 above).  All sub-sectors share these responsibilities:

· Coordinate with related Federal Sectors,

· Coordinate with related readiness reviews and assessments,

· Identify and assess internal and external dependencies and interfaces,

· Resolve outstanding issues of mutual concern,

· Assess testing procedures and results, and

· Assess contingency planning.

 These sub-sectors acknowledge the fact that DoD executes its assigned mission in a collaborative environment. Sector meetings are held to promote awareness, identify gaps, ensure interoperability, and verify that continuity of operations plans are in place.  Discussions may point out the need for additional supporting agreements or other working arrangements.  Other specific goals of the Defense/International Security Sector are:

· Reassure the American People, allies, friendly nations, and potential adversaries that DoD remains capable of executing the National Military Strategy.

· Meet global responsibilities-alliances, treaties and agreements-despite Y2K distractions.

· Identify all dependencies outside the Department that affect DoD's ability to perform mission critical activities, and work with suppliers and customers to minimize their effects.

· Minimize global Y2K disruptions and promote global stability.

The Defense/International Security Sector meetings will be held on a quarterly  basis.  The sub-sectors will meet monthly.  The DoD Year 2000 Office Director for Outreach is responsible for:

· Integration across sub-sectors and Federal sectors.

· Elevating critical policy, technical, and operational issues.

· Issuing a monthly assessment based on aggregate information.

In order to support sub-sector meetings, the DoD Y2K Directors shall:

· Coordinate attendance.

· Establish a meeting agenda.

· Schedule facilities.

· Establish suspense dates for read ahead packages.

Health Care Sector

Health and Human Services (Lead Agency)

Information Technology Sector

Department of Commerce (Lead Agency)

Telecommunications Sector

FCC (Lead Agency)

Defense/International Security Sector

Department of Defense (Lead Agency)

Key Technologies Sub-Sector

Intelligence Sub-Sector

Communications Sub-Sector

Nuclear/NBC Defense Sub-Sector

International Partnerships Sub-Sector

Domestic Operations Sub-Sector

Installation Utilities Sub-Sector

Defense Supplier Sub-Sector

International Relations Sector

US State Department (Lead Agency)

State and Local Government Sector

GSA (Lead Agency)

Note: The DoD does not have sufficient business to justify full-time participation in the following sectors.  Y2K Topics from these sectors are being handled at the State and Local sector. 

Police/Public Safety/Law Enforcement/Criminal Justice Sector

Energy (Electric Power) Sector

Water Supply and Wastewater Sector 

Waste Management Sector 

Fire and Emergency Services Sector

Emergency Management/Disaster Response Sector

FEMA (Lead Agency)
Energy (Oil & Gas) Sector

Department of Energy (Lead Agency)
Transportation (Travel and Commerce) Sector

Department of Transportation (Lead Agency)
Food Supply Sector

USDA (Lead Agency)

Benefits Payments Sector

Social Security Administration (Lead Agency)

International Trade Sector

Department of Commerce (Lead Agency)
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