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Resourcing Policy.  

Existing resources will be used for Y2K compliance efforts.  The DoD recognizes Y2K efforts may cause delays of some change request proposals or pre-planned product improvements.  Fixing Y2K problems is the DoD’s top software resource priority, non-essential software sustainment requirements, enhancements, pre-planned product improvements, and change request proposals will be immediately postponed until all systems have been analyzed, fixed, tested, and verified Y2K compliant using the “Y2K Compliance Checklist” in Appendix B of the DoD Y2K Management Plan, Version 1.0 (now Appendix G of Version 2.0).  Systems funded with post deployment software support will use these moneys to fund the Y2K effort.
Legal Constraints on Resourcing.  

a.  None of the funds authorized to be appropriated may (except as provided in below) may be obligated or expended on the development or modernization of any information technology or national security system of the Department of Defense in use by the Department of Defense if the date-related data processing capability of that system does not meet certification level 1a, 1b, or 2 (as prescribed in the “DoD Year 2000 Management Plan Version 1.0” of April 1997. (Appendix G of Version 2.0)  This applies to all systems, whether or not the system is mission critical.  

b.  Exception for certain Information Technology and National Security Systems – The limitation does not apply to systems reported prior to October 1, 1998 to the Office of the Secretary of Defense if –

1) The obligation or expenditure is directly related to ensuring that the reported system achieves year 2000 compliance.  

2) The system is being developed and fielded to replace, before January 1, 2000, a non-compliant system or a system to be terminated in accordance with the May 1998 Department of Defense Quarterly Report on the status of Year 2000Compliance.  

3) The obligation or expenditure is required for a change that is required by law or that is specifically directed by the Secretary of Defense.  

c.  Unallocated reductions of funds do not apply to mission critical systems. 


d.  The law does not prohibit the obligation or expenditure of funds for current services operations of information technology and national security systems.  


e.  Waiver Authority – The Secretary of Defense may waive subsection (a) on a case-by-case basis with respect to an information technology or national security system if the Secretary provides the congressional defense committee with written notice of the waiver. Including the reasons for the waiver and timeline for the testing and certification of the system as Year 2000 compliant.  

Desktop and Distributed Computing Systems  

The interfacing and data exchange between distributed computing systems must be addressed for Y2K problems to ensure proper data handling and conversion for the Y2K.  Components need to determine dependency links between internal and external systems, between core mission areas, processes, and all data exchange entities, and provide for date and data format conversions where necessary.  Data bridges and filters may provide some of the solutions for external links, but a validation process is necessary to ensure compliance.  The checklist in Appendix B of the DoD Y2K management Plan, Version 1.0 of April 1997, now Appendix G of this Version 2.0, may assist in this process.  

Y2K Compliance Certification

System developers/maintainers along with the system’s functional proponent will certify and document each system’s Y2K compliance.  A sample Y2K compliance checklist is at Appendix B of the DoD Y2K management Plan Version 1.0 of April 1997, now found at Appendix G of Version 2.0.  Signature by the system manager on the checklist constitutes the first step “certification” of Y2K compliance for each system.  After the system manager has certified the systems under his charge as Year 2000 compliant, then each system will be certified by a civilian program manager, commander, or director of the rank of General/Flag Officer or Senior Executive Service.   

The following cost estimation technique is offered for use by those activities without cost estimation support.

D.1
Y2K COST ESTIMATING GUIDANCE

The purpose of this guidance is to develop a rough order of magnitude estimate of the cost to find, fix, and test non Y2K compliant systems.  This estimate does not include costs to make the “system’s hardware” and "system’s software" (commercial hardware and software associated with the system) Y2K compliant.  These additional costs can be significant.

"While an exact estimate cannot be determined until an in Deputyth analysis has been completed, rough metrics (plus or minus 40 percent of actual project costs) can be applied to the application inventory..."

"...Estimates include project management, labor costs, locating and identifying affected code/data, parsing and analyzing for affected code data, determination of options, implementation of solutions, unit and integration testing, and implementation..."

"...Note that integration testing can be half of the overall cost estimate due to the nature of the solution and the need to develop and/or update current regression test beds to exercise modified date routines..." 

- Gartner Group, Key Issue Analysis, KA-210-1262, B. Hall & K. Schick

D.1.1
Cost Estimating Technique

The following estimating techniques are based on the formulas developed by the Gartner Group, an independent advisor to business professionals making information technology (IT) decisions.  Applying these techniques requires an accurate system inventory which includes source lines of code (SLOC).  A 2-step process can be used to produce a rough order of magnitude for system applications.

Step 1: 
Multiply SLOC times .80.  This approximates the number of executable lines of code (LOC).  The 0.8 is a "rule of thumb" constant based on experience. 

Step 2:
Multiply your LOC times the cost per LOC.

D.1.2
Range of Estimated Cost per LOC

The MITRE Corp. recently released the following costs estimates in an effort to help DoD  services and agencies develop rough orders of magnitude. These estimates are based on MITRE’s analysis of a representative sampling of DoD  source code.

· Ground and Airborne Radar Systems:  $2.02 - $8.52 per LOC.

· Communications Processing Systems:  $1.23 - $5.54 per LOC.

· C2 Planning Systems:  $1.22 - $1.84 per LOC.

· Logistics Support Systems:  $1.02 - $1.39 per LOC.

· AIS Systems:  $0.75 - 1.70 per LOC.

The Y2K Cost Factors Checklist below lists the factors that drive costs per LOC. These factors should be considered in determining what is the appropriate estimated cost per LOC within the range.

D.1.3
Other Estimates

A labor rate of $10K/Staff Month (contract services support) is a reasonable planning estimate for equating dollars to staff months of work effort.

An estimate of staff years per Million LOC is 10 staff year/ 1 Million LOC.

D.2
COST FACTORS CHECKLIST

There are many factors that affect the estimate of Y2K fixes.  These factors are enumerated here to consider in determining total costs.  Your estimate should be adjusted based on knowledge of the system(s) and the relevance of these factors.  

D.2.1
Application Software

____ 
Size:  Number of executable lines of code (LOC).

____ 
Age:  Older code tends to be less structured and thus harder to understand.

____ 
Complexity:  Relative intricateness/understandability of the business rules.

____ 
Documentation:  Degree of documentation available and its understandability.

____ 
Programmer:  Familiarity with the program code.  Level of skill/competency/expertise.

____ 
Source Code:  Availability.

____ 
Date - “Intensiveness:”  Relative number of date related calculations/comparisons.

____ 
Embedded Dates:  Frequency of date use as part of data element or in data element codes.

____ 
Date Formats Used:  Consistency within the system of a standard date format.

____ 
Year 2000 Strategy (Field expansion/procedural code/sliding window):  Different strategies to achieve Year 2000 compliance have different costs.

____ 
Language:  Some languages (e.g., COBOL 68) are unable to properly process the Year 2000 so the software will have to be upgraded/changed.  Additionally, the language relates to the availability of the Year 2000 COTS tools, programmers to work on the system, and availability of Year 2000 compliant COTS.

____
Security

D.2.2
Hardware/System Software

Year 2000 compliance of each of the components of the technical environment is required.  (Often only a current version of a product will be Year 2000 compliant.)

____ 
Operating System.

____ 
Major Subsystems:  Sometimes subsystems have different technical environment components.

____ 
Database Management System (DBMS).

____ 
Compilers/cross-assemblers availability.  (Sometimes they don't exist.)

____ 
Teleprocessing (TP) monitors.

____ 
Homegrown/locally developed software that is used in conjunction with the system.

____ 
Workstation Software:  Consider the quantity needed.

____ 
Workstation BIOS (handles the “system clock function”):  60-80% of PC BIOSs are not Year 2000 compliant.  Most are soldered to the “motherboard,” some are reprogrammable, some are “socketed,” and some can be replaced.

____ 
Programmer:  Familiarity with the hardware and operating system, level of skill/competency/expertise.

____ 
Programmer System Software (utilities and development tools):  To support making changes to the software.

____ 
Capacity/Usage Level:  Making a system Year 2000 compliant may increase storage requirements or even CPU requirements and cause a need to purchase a larger computer.

____ 
Embedded Software (microchips/circuit cards; e.g., PABXs, security systems, cash registers, smart cards, access cards):  They may be directly or indirectly related to a system and may not be Year 2000 compliant.  The availability of compliant hardware or the cost of developing and the quantity required must be considered.

____ 
Communications:  Telecommunications hardware and software upon which the system Deputyends must be considered.

____ 
Network Timestamps (LAN/WAN network, clock time):  Upon which the system is Deputyendent.

D.2.3
Database/Files

____ 
Number of date-related data elements.

____ 
Amount of disk space available.

____
Number of files that need to be analyzed and fixed.

D.2.4
Year 2000 Tool Support

____ 
Availability:  Many languages and/or technical environments do not have Year 2000 COTS tools, so tools must be developed in-house or specifically contracted for development.

____ 
Quality.

D.2.5
External Interfaces/Middleware

____ 
Data Sources:  Must be evaluated and “bridges” planned as required.

____ 
Data Outputs:  Must be evaluated and “bridges” planned as required.

____ 
DI Transaction Sets:  System may generate some EDI transactions or get input from EDI transactions which require “bridges.” 

____ 
Reports:  Systems may generate paper reports which need to be modified.

____ 
Screens:  Systems may have screens which require modification.  If screen generators were used in the development environment, are they still available?

D.2.6
System Plans

____ 
Planned Major Upgrade:  May be used to do Year 2000 compliance work at the same time to reduce costs.

____ 
Termination:  System may be eliminated before a Year 2000 problem occurs.

____ 
Replacement:  System is planned for COTS replacement or reengineering before impacted by the Year 2000.

D.2.7
Miscellaneous System-Related Information

____ 
Sort Routine Year 2000 compliance.

____ 
Backup Routine Year 2000 compliance.

____ 
Archival Routine Year 2000 compliance.

____ 
Many systems only have a small “window of vulnerability” during which not being able to process Year 2000 properly occurs.  Consideration must be given to whether or not this “window” is acceptable; (i.e., the system won't be used during that period, or a “workaround” will be established for that period; e.g., manual processing).

D.2.8
Year 2000 Management

____ 
Project Management.

____ 
Configuration Management.

____ 
Change Management.

____ 
Contract(or) Management.

____ 
Year 2000 Emergency Reaction Team.

D.2.9
Year 2000 Testing

____ 
Establishing Test Environment.

____ 
Unit Testing.

____ 
Integrated Testing.

____ 
Year 2000 Simulation Testing:  Can sometimes require mirror of production environment.  Might not be possible until technical environment is made Year 2000 compliant.
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