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2. Packet Switched Networks vs. Circuit Switched Networks

Overview

A wide area network (WAN) spans a large geographical area such as country or continent. It contains millions of machines running application programs. We often call these machine hosts, all hosts are connected by a subnet. The subnet is used to carry messages from host to host, just as telephone system carries words from speaker to listener.  In most wide area networks, the subnet consists of two distinct components: transmission lines and switching elements.  Transmission line (called circuits, channels or trunks) move bits between machines. The switching elements are specialized computers used to connect two or transmission lines. The switching line must choose an outgoing to forward them on. They are called data switching exchange. Two different switching techniques are used in network: packet switching and circuit switching. We will give brief introduction to each of them in this paper.

Circuit Switched Network

The circuit switched network uses a technology called circuit switching to connect computer or terminal. The main characteristic of circuit switching is the setting up of a dedicated channel between the source and destination nodes before they can communicate and for the duration of their session. The basic idea of circuit-switched class: preparing links, sending information, and releasing links. The telephone network is the best example. When a user makes a call, first he need dial up, then wait the line is connecting, then communicate the one he wants. After the call, the user disconnects the phone line.

The major characteristics of circuit switching are:

· Circuit switch sets up a physical link before communicating, it needs a lot of signals and protocols to set up the link. Once it connects, it can support real time services. 

· Because the switches cannot provide intermediate storage, there would exist a blockage, such as busy or engaged condition.

· The cost of the connection depends on the reserved bandwidth. Connect time is often slow.

As a consequence of the dedicate path between sender and receiver, once the path is set up, the only delay is propagation time for electromagnetic signal, about 5 msec per 1000 km.  Also there is no danger of congestion. The only delay due to lack of switching or trunk capacity.

The model shown in figure 1(a) is highly simplifies, because parts of “copper” path between the two telephone, in fact be microwave links onto which thousands of calls are multiplexed. 


Packet Switched Network

Packet switching usually breaks the whole information to packets, and send at a time. Each packet includes the source address and destination address. It is usually compared to mail a letter. While sending a letter, sender does not know how the letter is sent the destination. It is handled by a post office. After receiver gets the letter, he would response as acknowledgement. In figure 1 (b) we describe the skeleton of packet switched network.

Store-and-Forward Network

This network is using message-switching technique. When this form of switching is used, no physical copper path is established in advanced between sender and receiver. Instead, when sender has a block of data to be sent, it is stored in the first switching office, and forward later, one hop at a time. Each block is received in its entirety, inspected for errors, and then transmitted.  The first electromechanical telecommunication systems used message switching is telegrams. With message switching, there is no limit on block size, it means the routers must have disks to buffer long blocks. It also means a single block may tie up router-router line for minutes. 

Packet Switched Networks

Packet Switching

To compare to message switching, packet switching tightly limit the block size, so a block of data could be store in the memory of router instead of disk. And by using technique of Time Multiplexing Division, make multiple users share the communication line. Port and channel multiplexing are considered as virtual channel or virtual circuit. “Virtual” means that a user think he has all resource, actually the resource is shared. Another advantage is packet switching can handle interactivity. Before the first packet of a multi-packet message is forwarded, a second one begins to store, so it reduce the delay and improve throughput. Because the network traffic is always asymmetry, packet switching can balance the traffic by switching traffic among many users. 

Packet Routing

Network routing control how data packets move through the network to the destination. There are three goals to fulfill: to provide shortest delay and highest throughput, to route the packet at the least cost, to provide the maximum possible security and reliability

· Packet Flooding, Use each possible path when transferring data, while transfer duplicate packets too. Because flooding use each possible path, so the delay is shortest. But for duplicate packets, the traffic multiplication effect (TME) is very severe. The load of the network is increased. TME could be diminished by die-out (packet kill) process, which only forward one copy of the packet. Packet routing is widely used in many LANs, which called broadcasting. 

· Random Routing is another technique used for network packet switching. The software at each switch randomly chooses path to transfer data. But this approach has many deficiencies, such as increasing delay, severe traffic multiplication effect, and “zombie” data existing, which never reach destination. Consequently, this technique is rarely used.

· Directory Routing is more widely used routing technique by a directory or table. There are three packet switched network directories: fixed or static directory keeps static for every user session, changes only at system generation. Session -oriented directory keeps static for individual session, changes with each user session. Adaptive or dynamic directory changes within each user session.

Examples

Circuit Switched Network

Phone lines, is a classic circuit-switching technology.

Narrowband ISDN (N-ISDN) is another circuit-switching technology. N-ISDN is fully digital, circuit-switched telephone system. Its primary goal is to integrate voice and non-voice services. 

Packet Switched Network

Many networks are based of packet switching technology, such as, Frame Relay, X.25, Broadband ISDN and ATM.

Frame Relay supports permanent virtual circuit, operates higher speeds (1.5 Mbps), and fewer features. But it provides fewer service, primarily inspect transmission error, no acknowledgements or normal flow control. 

X.25: a packet is created at the network layer, and placed in a frame at the data-link layer. The network layer handles addressing, flow control, delivery confirmation etc. The data-link layer inspects transmission error.  It allows user to establish virtual circuits and send packets, which were delivered in order. X.25 support switched virtual circuit, which need request connection before communication and permanent virtual circuit, which is setup in advance, similar to a lease line. 

Broadband ISDN and ATM, basically a digital virtual circuit for moving a fixed-size packet (cell) through network.  It will have a huge data rate and will provide a large variety of services. B-ISDN is based on ATM (Asynchronous Transfer Mode) technology. The Broadband ISDN service is a compromise between pure circuit switching and pure packet switching. The actual service is connect-oriented, but it is implemented internally with packet switching, not circuit switching. In a virtual circuit network like ATM, when circuit is established, it means a path is chosen between two ends, all the switches along the way make table entries, so they can route any cell (packet) on the virtual circuit. Cells on a line are from different sources, and are never reordered on the virtual circuit. When a cell comes, the switch inspects the header of the cell to find out which virtual circuit it belongs to and decides which communication line to send on. With switched virtual circuit, there is no setup time, and packets move fast. In contrast, circuit switched network hold bandwidth on the trunk statically. Unused bandwidth is more wasted than virtual circuit.

Summery

The key differences between Circuit-Switched Network and Packet-Switched Network are summarized as:

· Circuit switching statically reserves the required bandwidth in advance, while packet switching acquires and releases it, as it is needed.  With circuit switching, it always wastes the unused bandwidth. With packet switching, sharing resource improves throughput. But without dedicate circuit, the sudden surge of traffic maybe exceeds the storage capacity of router/switches, and cause packets lost.

· With packet switching, each packet has a header, which includes the source and destination address, and it provides addressing, flow control, packet error correction. Packets may be sent in the random order, and reordered in the destination. This operation can never happen in circuit-switched network.

· Another difference is circuit switching is completely transparent. The sender and receiver could choose any bit rate, format. But with packet switching, the carrier controls these parameters. In the former, user is referred as a driver whom determines the speed, size, and nature of vehicle; in the latter, carrier is the driver, which has the power of control, the user now is alike passenger. Because of the transparency, the phone system could combine voice, data, and fax.

· Charging algorithm is also different between two techniques. With circuit switching, charging is based on the distance and time, not the traffic. Otherwise, packet carriers base their charge on the packets carried and the connected time, the distance always ignored.

Both circuit-switched network and packet-switched network are so important. Narrowband ISDN is a circuit-switched network digital system that is improved fast in the current system. Broadband ISDN is based on cell switching (special packet switching) ATM technology. Both is digital from end to end and carry voice and voice traffic.
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Figure 1. (a) Circuit Switching. (b) Packet Switching
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